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Venue:
León (Spain)

León

• To provide training and coaching on
the latest techniques in the fight
against cybercrime, management of
cybersecurity incidents and legislative
aspects to be taken into account

• Improve coordination in the
management of incidents and
cybercrimes

Objectives:

• Practical format

• Languages: Spanish and English

• International event
• No course fees

• Two levels for each track: Basic and
Advanced

• Capacity for 300 attendees

Target audience:
Law Enforcement Agencies:

• Active law enforcement including police officers and
security agencies personnel from Latin American
countries belonging to the OAS or other guest countries,
working in cybersecurity-related operational units

• Active law enforcement including police officers and
security agencies personnel from the Spanish territories
working in cybersecurity-related operational units

• Active EUROPOL and INTERPOL personnel working in
cybersecurity-related operational units

CERTs:

• Active technical specialists from national CERTs in
Latin American countries belonging to the OAS

• Active technical specialists in public institutions from
Latin American countries belonging to the OAS working on
issues directly related to cybersecurity (university professors
and researchers, technical specialists in cybersecurity from
public institutions, etc.)

• Active technical specialists from other national CERTs

Policy Makers:

• Active personnel in judicial or legal careers, and
institutional advocacy, working in areas related to
cybersecurity in Latin American countries belonging to the
OAS

• Active personnel in judicial or legal careers, and staff
of regulatory and legislative entities working in areas
of the Spanish public sector related to the legal and
regulatory aspects of cybersecurity



Cybersecurity Summer BootCamp
2017 General Information

96
technical workshops

• Groups of a maximum of 25-30 participants
• A duration of 5 hours each
• Divided in two levels: Basic and Advanced

20
Master classes

Various Role-Play and 
networking activities

WORKSHOPS 

Track - CERTs Basic

• (5h) Creation of a CERT
• (5h) Legal and Cooperation Aspects
• (10h) Operations
• (10h) Threat Analysis
• (10h) Introduction to Forensic Analysis

Track - CERTs Advanced

• (10h) Threat Intelligence
• (10h) Intelligence Research
• (10h) Intell & IR (Incident Response)
• (10h) BlackOPS

Track – LEA (Basic)

• (20h) Introduction to DeepWeb
• (10h) Introduction to Mobile Forensics
• (10h) Introduction to Malware Analysis

Track – LEA (Advanced)

• (20h) DeepWeb
• (10h) Mobile Forensics
• (10h) Malware Analysis

Track – Policy Makers

• (5h) Basic Fundamentals: Introduction to Technical Aspects of Cybersecurity
• (5h) Safety for Children and Teens
• (10h) Regulatory Aspects of Cybersecurity
• (5h) Cybersecurity at your business
• (5h) Cybercrime and Global Digital Criminality
• (10h) Technological Investigation and Digital Evidence: Procedural Aspects



Cybersecurity Summer BootCamp 2016 Results
200 attendees from 28 countries

Attendees’s
Feedback

Thought the event was 
well or very well 

organised

97% 99% 92%
Would recommend

Cybersecurity
Summer BootCamp

Felt the event met 
their expectations

• Argentina
• Austria 
• Bahamas
• Barbados
• Belize
• Brazil
• Canada
• Chile
• Colombia
• Costa Rica 
• Cyprus
• Dominican Republic
• Ecuador
• El Salvador
• Guatemala
• Haiti
• Honduras
• Jamaica
• Mexico
• Nicaragua
• Panama
• Paraguay
• Peru
• Spain
• Suriname
• Trinidad and Tobago
• United States of America
• Uruguay
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